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FIRST CHANGE
[bookmark: _Toc98857030]5.15.11.3	Network Slice Admission Control for Roaming
In the case of roaming, depending on operator's policy, a roaming agreement or an SLA between the VPLMN and the HPLMN, NSAC for of roaming UEs can beis performed by the VPLMN or HPLMN. The following principles apply:
For NSAC of roaming UEs for maximum number of UEs per network slice and/or maximum number of PDU Sessions per network slice managed by the VPLMN, the following principles shall be used:
-	Each S-NSSAI in of the HPLMN that is subject to NSAC is mapped to the a corresponding S-NSSAI in of the VPLMN subject to NSAC, depending on VPLMN operator's policy and the configuration.
-	AFor NSAC for the maximum number of UEs for S-NSSAI of the HPLMN, a NSACF in the VPLMN is can be configured with the maximum number of allowed roaming UEs per mapped S-NSSAI in of the HPLMN for each a S-NSSAI ofin the HPLMN that is subject to NSAC. In such case, AMFs trigger a request to a NSACF of the VPLMN.
-	AFor NSAC for the maximum number of PDU Sessions for S-NSSAI of the HPLMN, a NSACF in the VPLMN can be is configured with the maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI in of the HPLMN for aeach S-NSSAI in of the HPLMN that is subject to NSAC. In such case, the anchor SMF in the VPLMN triggers a request to a NSACF of the VPLMN.
-	For NSAC for the maximum number of UEs for S-NSSAI of the VPLMN, the AMFs triggers a request to a NSACF in  of the VPLMN to perform NSAC based on the S-NSSAI ofin the VPLMN subject to NSAC. The NSACF of in the HPLMN is not involved.
-	For NSAC for the maximum number of PDU Sessions for S-NSSAI of the VPLMN in the LBO roaming case, the SMF triggers a request to a NSACF inof the VPLMN to perform NSAC based on the S-NSSAI ofin the VPLMN subject to NSAC. The NSACF ofin the HPLMN is not involved.
‐	The AMF or SMF (in LBO roaming case) in the VPLMN provides both the S-NSSAI in the VPLMN and the corresponding mapped S-NSSAI in the HPLMN to the NSACF in the VPLMN. The NSACF in the VPLMN performs NSAC for both S-NSSAI in of the VPLMN and the corresponding mapped S-NSSAI in of the HPLMN based on the SLA between the VPLMN and the HPLMN.
For NSAC for roaming UEs for maximum number of PDU Sessions per network slice managed by the HPLMN, the following principles shall be used:
-	For PDU sessions in the home-routed roaming case, the SMF in the HPLMN performs NSAC for the S-NSSAI(s) subject to NSAC.
NOTE 1:	The NSAC for maximum number PDU session in LBO mode and maximum number of roaming UEs when the NSAC is managed by a NSACF in the HPLMN is not supported in this release of specification. 
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